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Sixth International Munich Cyber Security Conference (MCSC) 2020 

TITLE: Fail Safe – Act Brave: Building a Secure and Resilient Digital Society  

DATE: 13 February 2020  

LOCATION: Hotel Bayerischer Hof, Dachgarten 6F. Promenadeplatz 2-6, 80333 Munich 

TIME: 14:00–19:30, followed by Reception and Networking Party. 

 

ATTENDEES: Exclusive Board Level Management Forum. 220 international guests from business, 

public administration, politics, and academia. By invitation only. 

 

Conference Moderation: Oliver Rolofs (connecting trust), Tyson Barker (Aspen Institute Germany) 

 

14.00-14.30 

Welcome: Ralf Wintergerst 

Chairman Security Network Munich & Group CEO Giesecke+Devrient (Munich) 

 

Opening Address:  His Excellency Margaritis Schinas 

Vice-President EU Commission in Charge of Security Union Europe (Brussels) 

 

Keynote: His Excellency José Angel Gurría 

Secretary General OECD (Paris) 
 

14.30-14.50 

Impulse Speech: Reinhard Ploss, CEO Infineon (Munich) 

Impulse Speech: Kristie Canegallo, VP of Trust & Safety Google (Mountain View, CA.)  

  

14.50-15.40 First Panel 

Mission Critical: Effectively Protecting Critical Infrastructure  

Moderator: Kiersten E. Todt (Cyber Readiness Institute CRI) 

Chris Krebs, Director Cybersecurity & Infrastructure Security Agency CISA (Arlington, VA) 

Scott Jones, Head-designate Canadian Centre for Cyber Security (Ottawa)  

Patricia Zorko, Deputy National Coordinator for Security and Counterterrorism, Ministry of 

Justice and Security (The Hague) 

Ciaran Martin, CEO National Cyber Security Centre (London) 

Sergej Epp, CSO Palo Alto Networks (Munich) 

 

15.40-16.10  BREAK 

 

16.10-16.25 

Keynote: Seiji Ninomiya, Director-General for Global Cybersecurity Policy, Ministry of Internal 

Affairs and Communications MIC (Tokyo) 

Impulse Speech: Shinichi Yokohama, CISO NTT (Tokyo) 
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16.25-17.15 Second Panel 

Digital Sovereignty In The Geo-Politics of Cyber Security – A Myth? 

Moderator: Despina Spanou (European Commission) 

Arne Schönbohm, President of the Federal Office for Information Security BSI (Bonn) 

Josh Cowls, Research Associate in Data Ethics Alan Turing Institute (Oxford) 

Juhan Lepassaar, Executive Director of the EU Agency for Cybersecurity ENISA (Crete) 

Markus Brändle, Head of Airbus CyberSecurity (Munich) 

Sandra Joyce, SVP Global Intelligence FireEye (U.S.A.) 

 

17.15-17.45 BREAK 

 

17. 45-18.10 

Spot on: Moderator: Gregor Peter Schmitz (Augsburger Allgemeine) 

Alex Stamos, Director Stanford Internet Observatory, Stanford University (U.S.A.) 

Jeff Moss, founder of DEF CON and Black Hat Briefings (U.S.A.)  

 

18.10-18.30  

Government Perspective: Joachim Herrmann  

State Minister of the Interior, Government of Bavaria (Munich) 

Global View: Steve Durbin, MD of Information Security Forum ISF (London)  

 

18.30 -19.20 Third Panel 

Known Unknowns: Securing The Internet (of Things) With Unsecure Parts  

Moderator: Tom Koehler (connecting trust) 

Yigal Unna, Director General of Israel National Cyber Directorate INCD (Israel) 

Donald D. Parker, VP Product Assurance and Security Intel (Santa Clara, CA.) 

Natalia Oropeza, Chief Cybersecurity Officer Siemens (Munich) 

Axel Deininger, CEO Secunet (Munich) 

Claudia Eckert, MD of Fraunhofer Institute AISEC (Munich) 

 

19.20 
 
Greeting: 

Roland Weigert, Vice Minister, Government of Bavaria (Munich) 

 

19.30 Reception and Networking Party until 21:30 


